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ACCESS AND EVENT MONITOR

The access and event monitor gives authorized personnel the ability to trace any
cards that have been assigned to users. It will display the date(s) and time(s) a door
was unlocked and if access was attempted.

You may toggle between the Access and Event Monitor tabs located on the top of
both example images. In the event you can not view either, locate the monitoring tab
and select the option you would specifically like to view.

B Access Monitor I Event Mnnitorl

TIES

Message Door / Input User Card Nurmber Operator Local Time

ﬁ Door/Gate Unlock INTERCOM DOOR Bryant Japplin 182-12384 471872023 10:38:59 AM
ﬂ DoorfGate Unlack IMTERCOM DOOR Bryant Jopplin 182-12384 4872023 103501 AM
W Door/Gate Unlock INTERCOM DOOR Bryant Japplin 182-12384 A18/2023 10:35:02 AN
P Door/Gate Lock IMTERC O DOOR A418/2083 10:32:07 AM
@ Door Close INTERCOM DOOR A/18/2023 10:32:08 A0
o DoorfGate Unlock Face Rec Door Miles Trey 123-45677 A8/2023 10:40:06 AR
P Door Open Face Rec Door 4182023 10:40:07 &b
& Door/Gate Unlock INTERCOM DOOR Bryant Japplin  192-12334 A4/18/2003 10:0:08 AM
0 Door Opan INTERC OB DOOR A/18/2023 10:40:00 Ak
0 DaorfGate Unlock INTERCOM DOOR Bryant Jopplin 182-12384 A 2023 104013 A
0 Door/Gate Unlock INTERCOM DOOR Bryant Japplin 182-12384 41872023 104017 AM
0 DoorfGate Lock Face Rec Doar AN8/2023 10:40:22 AbA
5] Access Monitor | Event Monitor

YRS

Message Daar Direction Local Tirne Card Mumber User

g Becess Denied: [rvalid Card Face Rec Door I 471872023 103850 &M 000- 00000

9 Becess Denied: [rvalid Card Face Rec Doat It 471872023 103252 &AM Q00- 00000

Q Access Denied: (mvalid Card Face Rec Door I 41872025 1003358 &AM Q00- 00000

OA.ccess Granted IMTERC OBA DOOR. In A/18/2025 10:38:57 AM 182-12384 Bryant Jopplin
€3 Access Denied: Invalid Card Face Rec Door In A/18/2025 10:38:58 Add Q00-00000

4D Access Granted IMTERC Ok DOOR In 471812023 10:38:59 &M 182-12384 Bryant Jopplin
o.ﬂccess Granted INTERC Ok DOOR In 471872023 10:39:00 Ak 182-12384 Bryant Jopplin
W Access Granted INTERC ORA DOOR I 471872023 103302 Ak 182-12384 BryantJopplin
o Becess Granted Face Rec Doar I 4182023 10040006 AN 123-45677 hlile s Trey

o Access Granted INTERC O DOOR In 41872023 1040008 &M 182-12384 Bryant Jopplin
) Access Granted IMNTERC OB DOOR In 471872025 10:40:13 AM 1682-12384 Bryant Jopplin
) Access Granted IMTERC OB DOOR In 4182025 104007 &AM 182-12384 Bryant Jopplin
w Wiew Setup  Personnel

!'] ,ﬂ Mew Access Monitor tﬁ‘-

ollers Ay Mew Slarm Monitor x

' Mew Bwent Manitor [

Mew Patral Tour bonitar
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Mew 10Box Maonitor
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Mew Area honitar

Access Control User Guide

| HOMELRND (888) 909-2261




ADDING USERS TO THE SYSTEM

® Step1:

® Step 2:

® Step 3:

Adding users to the system is done through the Personnel tab located at
the top of the application. Of the options presented, select Users. Within
the user list, select New.

o8 AShiana qer - [Acecess Monitar]

@ File  Monitoring  Wiew  Setup BETEGUEN Languag
odl 3AEBESRE(E Crd.
Controllers =2 Mehicles..,
Uzl s B User..

&= Lser List

=@

I ey . Bird |

 Search by User

Upon selecting New, input the first name, last name, and gender. Once
the data is entered, select the green (+) under the Cards section and Add

a New Card.

General Home Business LUse Define  Featuies

Middle Name:

Cards:

Last Name:

@@&'

Employee ID:

D Bithday
| [17 171900

-]

[ =] Wetliciation Key for Mobile Access]

Gender

O Male (®) Female

)

Aadd existing cards
Add 2 new card

LAdd 3 new passcode

From here, locate the number on the bottom right of the access card.
Starting with the first digit after F, input all numbers in the card field.

*If the card is being used for a visitor or temporary period, check the
Deactivation Date box and input the specific date you will want the card
to be unenrolled from the system. Otherwise, leave the card status Active.

User 7]

Cand Number: C— & Cand Code: Wie

Cand Status: Active ™ Card Type: Neri

[ Activation Date: 4/18/2023

loesctivation bate: 471872023

[ 4uto Inactive (Days) B0

Pin Code: [} E;ﬁbd\;l‘.’:ch;zrﬂ / Digable AF|

Priviege; No Fiiviles >

CadUser Defined 0t [ =] Caid Uses Defined Field 04: [ |

CadUser Defined Fisd 02— [ =] Cad Uses Defined Field 05 [ | 21200634

hi67.56311
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ADDING USERS TO THE SYSTEM

@ Step 4: After a user has been assigned a new card, you will need to select
the access group an individual is assigned to. Use the drop down under
Access Group and change it to User Define, or select the access group
created later in the manual. After doing so, you will have the ability to
give access to specific doors.
*The default group will allow access to all doors.

izzigh Access Groups:
Davice Group Access Group F2  CopytaUses Define
[ Demo DefaLit = | Controller 1
[] woN D efault Fingerprink Door 24-hour access
Face Rec Door 24-hour access
INTERCOM DOOR 24-hour access
TEST DOOR 24-hour access
dizsign Access Groups:
Device Gioup Accass Group
k1 Demo ID efault E
Admir
Uzes Dafire -
Azsign Access Groups:
Devics Group Access Group :3 Capy ta Uszer Define
[ Demo Uzer Define B
] oM Default Fingerprint Door 24-hour restricted
Face Rec Door
|24-hour access
INTERCOM DOOR [ ZH-Roar restricted
TEST DOOR | 24-hour restricted
.
N i— =1 CINI= Access Control User Guide
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CREATING ACCESS GROUPS

@ Step 1: In order to create an access group, navigate to the Setup tab and select
Devices.
o AsManager - [Access Manitar]
a File  Montonng View Personnel  Langu
' ' =i e Devices.,,
ol & &3 A B Z|e#
Areas,..
Controllers @
i Feature &ccess...
@ Step 2: The following image will be presented. Select Access Groups.
‘? Devices [Controller: 4 ports {4 free ports included), G\V-Patrol: 0 ports]
00 OQQ T =L ped
Device Group Dema
Dema Device [ls} Model . ’
MON = [ Controller
- [3 controller 1 1 GV-ASEN . j
i @ g=
=% Camera
© li iest 1 DVR/NVR /YMS /. Time Zones ‘weekly Schedudes Access Goups
- (@ INTERCOM DOOR (En.., 2 IP Camera
w E Dermo FR CARERS 3 IP Camera .
Halidays Door Groups Parkings Lats
@ Step 3: Select the green (+) at the top left to create a group.

*This function will be utilized if you want to list all teachers in one group,
all administrators in another group, and so on.

= Access Groups - Demo

@ & oy Access Group Mame: _Teau:l"uers |
| Highligkt I:l

& Defaul General

ﬁ'= Adiin Seanch Gate: | |
ET'; Teachers

= | controller 1

Fingerprint Door
Face Rec Door
IMTERCOM DiZeOR

24-hour accass
24-hour access
Z4-hour restricted

o\ HOMELAND
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CREATING ACCESS GROUPS

@ Step 4: After the group is created and named, you may select the doors that can
be accessed. Navigate back to Personnel and select Cards. Find the card
assigned to the user and change the users access group to the
respectible permissions.

A AShdana qer - [Access Monitor]

B File Monkonng  Wiew  Setup Languag
' ' b = B Cards..
o] o | 8 A E &= @3
Controllers =2 ehicles..,
16x16 e
EE Users.
 Card List
F T — Y = - e
B B e . il | & & & & £
M ew Batch Mew Mew Pass.. Ed Delete Card Rea... Irmportt Ceport | Card User.. | Mohbile C... Refre
| Search by Card Number v || Auto Select Filter View
Card Type Card Code User Care Status  Activation Date  Deactivatid
Mormal Yiegand2g Wfoolen Darrick Active
Mormal Yifiegand2b tactAullen Thormas Active
Mormal Yifiegand2 6 Inactive
Mormal Yifiegand2e Cagle Jacob Active
Marmal YWiegand2g Bryant lopplin Dctive
Mormal HID32 Bryant Jopplin Active
Marrmal Wiegand2é Simpsan Janathan Arctive
Marrmal Wifiegand26 Opiel Brau Active
Marrnal Wfiegand2E Plile s Trey Active
Mormal Yiegand2E Bryant Jopplin Active
Mormal Wiegand2b Martinez Carson Artive
Mormal Wifiegand2 6 Bryant lopplin Active
Mormal Passcode Martinez Carson Active
Morrmal WWiegand2E Cagle Jacob Dctive
Azsign Access Groups:
Device Group Access Group
[] Demo [Default - |
1 MON Drefault
Admir
User Define =’-
s .
i SIVMEL NS Access Control User Guide
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SETTING TIME ZONES

Setting time zones can be beneficial if you need to prevent unauthorized entry after hours.

@ Step 1: Navigate to Setup and select Devices followed by Time Zone. You will
then select the green (+) at the top left and enter a name for the time
zone. *In this example, we will allow entry to a building from 8 a.m. to
5 p.m. and will name it 8-5.* Select OK.

0 AShana ger - [Access Monrtor]

B File
N | 'ﬂll = A B Eﬁﬁ Devices..,

Monkonng View BRSO Personnel  Langu

e Ares
¥ ices [Controller: 4 ports (4 free ports included)
[Ele = OOQAT | E=ERHLS
Device Group Demo
Dema Device [In] hodel
MON = [ Contraller
. [ Controller 1 1 G- ASET0C
- 42) 10Box -]
=% Camera |
@ 19 test 1 DVR/NVR /YMS /. Time Zaones Weekly Schedules  Access Groups
- I INTERCOW DOGR (En.., 2 IP Camera
@ [W Derno FRCAMERS 3 IP Camera

E | o

Halidays Door Groups Parkings Lats

lime Zones - Dermo

© Q0 ’|E| ik

1) 255 Full Access

W Access Time

ok | | Cencel

¥l HOMELAND YRt o;
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SETTING TIME ZONES

( Step 2: After selecting OK, you will then need to click and drag the zone into
effect for the desired times. Left-click to start the time and release at
the end time. After this is complete, select OK once more and then click
Weekly Schedules.

FICRR 3 -

o1 2 3 4 5 6 7 B 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
Pl Tl Nl .y PP PP PP P P PSP PP PO A NP PO O P P |

& 0:Deny Access

) 255 Full Access
@) 1:85 . |

W Access Time

@ Step 3: Once in the Weekly Schedules, click the green (+) at the top left corner.
The name of the schedule needs to be equivalent to the name of the
time zone previously created. *In this case, we will name it 8-5.* You will
then want to highlight this schedule (on the left) and hit the drop down
buttons to the far right on each desired day that the schedule should be
applied to.

Bl Weekly Schedules - Demo

BE
57 24hour restiicted Mondsy  [gs [ e |

T 24howr access

Full Access

Wednesday

Thursday ‘
Friday ‘
Saturday l DeryAccess | ! | ~ ‘
Sunday DerwAccass | ' | ~ ‘
Hal. . Denyfcesss | ! | ~ ‘

Cancel

Upon completion, select OK followed by Access Groups.

{ HOMELRIND (888) 909-2261
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SETTING TIME ZONES

@ Step 4: You will need to set up an access group, which can be done by selecting
the green (+) at the top left corner. The name of the access group should
be equivalent to the name of the time zone and weekly schedule. After
the group is created, you may now select which doors need to follow that
created schedule.

B Access Groups - Demo

@ &Y &ccess Group Mame: |3'5 I
| | Highight []
Ei Drafault [Feneral
E‘- Adrrin Search Gate: | |
= Teachers .
& g5 = Controller 1
= Fingerprink Daor -5
Face Rec Door a5
INTERC O DiOOR, 24-hour restricked
TEST DOOR 24-hour restricted
24-hour restricted
24-howr arcess
8-5

® Step 5: Exit out of the two sub-windows. On the left side of the home screen,
right-click the panel and select Sync Controller to apply all changes.

¥ AfManager - [Access Monitor]

.ﬂ File Monftonng View Setup  Personnel  Language  Tool:  Winddg

oJdBADR=ERREB BB B0 I

Controllers g X 5 Access Moniter |[£] Ev
1606 v Y 8
Controlles Satus Message
- @ H5s ﬂ Access Granted
3 @ Demo ﬂ Access Granted
- % MON 0 2ccess Granted
» & MON Office @ s o
Unlgck Door
Lock Dierams

Farce Unlock

Force Lock
< Disable Door Lock Operation
LPRs Clear All Events
1616 o Reset Anti-passback ¥
LPR sl Reconnect
@ H5S Smc Controller

*For any further settings regarding this application, please reference the
HSS Lockdown Manual and the ASnotify Manual.
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